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Abstract

As the Internet continues to gain in popularity, demand for broadband access has out-
paced the wired infrastructure in many areas. To meet the needs of wireless broadband
access, the IEEE 802.16 protocol for wireless metropolitan area networks has been re-
cently standardized. The medium access control (MAC) layer of this protocol has point-
to-multipoint (PMP) mode and multipoint-to-multipoint or mesh mode.

Wireless mesh network consists of mesh routers and mesh clients, where mesh routers
form the backbone of the mesh network. Wireless mesh networks are anticipated to re-
solve the limitations and to significantly improve the performance of ad-hoc networks,
wireless local area networks, wireless metropolitan area networks and wireless personal
area networks.

Wireless mesh network can work in distributed system, where there is no central controller
to manage the nodes in the network. Thus scheduling the nodes for packet transmission
and routing packets in the network are two big challenges to the rescarchers.

In this thesis we have introduced a new routing method that suggests how a path can
be selected to ensure packet transmission in minimum time, when multiple paths are

available to a same destination.
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Chapter 1

Introduction

Wireless networks play a major role in communication systems in present days. One of
the main objectives of next generation wireless networks is to provide broadband internet
service to end-users. There are several IEEE (Institute of Electrical and Electronics
Engineers) standards for wireless communications. IEEE 802.11, IEEE 802.15, IEEE
802.16 and IEEE 802.20 are different wireless protocols used in different levels. According
to the coverage area and deployment level the standards can be ordered as follows:

IEEE 802.15, which is used to implement wireless personal area network (WPAN),

IEEE 802.11, used in wireless local area network (WLAN),

IEEE 802.16, used in wireless metropolitan area network (WMAN) and

IEEE 802.20, which is used in wireless wide area network (WWAN) [29].

1.1 WiFi and Wimax

IEEE 802.11 standard is used as wireless local area network. It is also known as wireless
fidelity (WiFi) [1, 12]. WiFi is the wireless way to handle networking. The main
advantage of WiFi is its simplicity. WIiFi enabled computers anywhere in a home or

office can be connected to internet without the need of wires. Computers connect to the
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Figure 1.1: How WiFi Works

network using radio signals. The coverage area of this system is small (only 100 meters
radius). These small WiFi enabled areas are called WiFi hotspots. In each hotspot there
is a wireless router, which acts as the base station (BS) of the area, and provides wireless
connections to the computers. Digital subscriber line (DSL), cable modem are used to
connect these routers to internet service provider (ISP). Thus, a wired system is used to
connect the WiFi hotspots. In other words, the backbone network of WiFi hotspots is a
wired system. Such a scenario is shown in Figure 1.1.

IEEE 802.16 focusses on the last mile applications of wireless technology for broadband
access. This standard is called worldwide interoperability for microwave access (WiMax).
WiMax is actually wireless MAN technology that can connect WiFi hotspots to each
other and to other parts of the internet. Such a scenario is shown in Figure 1.2 (figure
modified from [21]). WiMax provides a wireless alternative to cable and DSL for last
mile broadband access. This technology is less expensive and easier to deploy compared

to DSL / cable. In another sense WiMax operates in a fashion similar to WiFi, but
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Figure 1.2: How WiMAX Works

at higher speeds, over greater distances and for a greater number of users [12, 23]. In
WiMax, BS provides wireless connection to the subscriber stations (SS’s). BS can be
connected directly to the internet using a high-bandwidth wired connection. It can also

be connected to another BS using direct line-of-sight microwave link.
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1.2 Point-to-Multipoint and Mesh Networks

The IEEE 802.16 MAC protocol has two modes of operation: point-to-multipoint (PMP)
mode and multipoint-to-multipoint (mesh) mode. In PMP mode, the nodes are organized
into a cellular like structure, consisting of a BS and some SS’s. The channels are divided
into uplink (from SS to BS) and downlink from (BS to SS), both shared among the
SS’s. This type of network requires all SS’s to be within the transmission range of BS.
IEEE 802.16 operates under the frequency band of 10 GHz to 66 GHz. With this high
frequency the BS can cover a large distance up to 50 km. Due to the high frequency all
the SS’s need to be on the direct line-of-sight to the BS. But buildings, trees, hills and
other obstacles often make line-of-sight difficulty in many neighborhoods. To overcome
this problem IEEE 802.16a was evolved which focuses on the spectrum of 2 GHz to 11
GHz [29]. With this lower frequency WiMax can provide connection to users within 8
km without direct line-of-sight. Thus in PMP mode if a BS has to cover a large distance,
then all the SS’s should be on direct line-of-sight with the BS. And line-of-sight problem
can be overcome by using lower frequency band, but then the BS can cover only small
area.

On the other hand, in the mesh mode, the nodes are organized in an ad-hoc fashion.
All stations are peers and each node can act as routers to relay packets to its neighbors.
There are still some nodes which provide the functions of BS for connecting the mesh
network to backhaul links. However, there is no need to have direct link from the BS
to each of the SS's in a mesh network. In mesh network traffic can be routed around
obstacles over multiple hops and thus can avoid the requirement of multiple BS’s. This
makes the coverage of a residential area less expensive. Mesh network is more flexible
and cost effective compared to PMP network when extending broadband services to a
mass residential market. New SS's are allowed to join the network even if they are out

of range, or have no direct connectivity with the BS. Each SS works as a router and
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becomes a part of the infrastructure [24].

1.3 Route Selection in Mesh Network

IEEE 802.16 mesh network can operate either in centralized scheduling or in distributed
scheduling. In centralized scheduling the BS schedules the transmission of all the nodes
within the mesh. In distributed mesh BS does not control the scheduling and routing of
any SS. Each SS makes its own routing when it sends packet to another node. When there
is only one route from a source node to a destination node then the source has to follow
that route. But if there are multiple routes from a source to a destination then the source
has multiple options to choose a route to send its packet. When a source finds more than
one route to a destination, it can also distribute the packets over multiple routes, i.c.,
a source can distribute its load over the available routes. An intelligent technique for

balancing load over multiple routes can minimize the total transmission time.

1.4 Thesis Organization

This thesis addresses a load balancing technique for distributed wireless mesh network.

The thesis is organized as follows.

e In this chapter we have discussed the basic wireless networking system for end

users.

e We describe some basic routing mechanism and some related works on routing in

wireless networks in chapter two.

o In chapter three we have elaborated our load balancing technique. In order to do

this first we have considered a small network.

e Then we have extended the work to larger networks in chapter four.
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e We present our conclusion and future work in chapter five.

e We have used some mathematical notations and formulas to generate some combi-

nations. Those formulas have been clarified in appendix section.



Chapter 2

Related Works on Routing

2.1 Routing

Routing is the process of finding a path from a source to a destination in a network.
This is accomplished by means of routing protocols, which are established by mutually
consistent routing tables in every router in the network. Routing is categorized in many
ways. Some commonly available choices of routing algorithms for different types of net-
works are discussed in [17, 22, 26].

Routing protocols in conventional wired networks generally use either distance vector
routing algorithm or link state routing algorithm. In both of them all the routers period-
ically broadcast some information, called routing advertisement, to their neighbors. In
distance vector routing each router broadcasts its view of the distance to all the hosts and
each router computes the shortest path towards all the hosts based on the information
advertised by their neighbors. In link state routing each router broadcasts to all other
routers in the network its own view of the status of its adjacent network links. And then
each router computes its own routing table. In addition to its use in wired networks,

basic distance vector routing is used in wireless networks [15, 25, 28].
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2.1.1 Different Types of Routing
Centralized Routing and Distributed Routing

In centralized routing a central processor is responsible for routing of all the nodes in the
network. The central processor collects information about all the links and processes the
information to compute a routing table for every node. Then it distributes the routing
tables to the routers. Centralized routing is reasonable in a centrally administrated
network.

In distributed routing the routers exchange some message among them and based on
these information they build mutually consistent routing tables. If the network is too

large then distributed routing is necessary.

Source-based Routing and Hop-by-hop Routing

In source-based routing the source decides the complete path (that is, the sequential list
of routers on the path from source to destination) of the packet to the destination and
set the path in the packet header. This method allows the sender to specify a packet’s
path precisely. But the sender needs to be aware of the entire network. Again, if a link
goes down after the packet is dispatched from the sender then the packet cannot reach
to its destination. In this method the packet header becomes larger.

In hop-by-hop routing the packet header contains only the address of its final destination.
Each router along the path can choose the next hop. All the nodes do not need to be
aware of the whole network. This method is necessary if the network state changes over

time.

Stochastic Routing and Deterministic Routing

In deterministic routing each router tries to forwards packets towards a destination along

a fixed path. In stochastic routing [18] routers maintain more than one next hop for each
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possible destination. It picks up a path randomly before it forwards a packet. Stochastic

routing cannot guarantee that a series of packets will reach the destination in order.

Single-path Routing and Multiple-path Routing

In single-path routing each router maintains exactly one next hop for each destination.
In multiple-path routing routers maintain more than one next hop for a destination. The
paths might be sorted according to some order (such as number of hops, propagation
delay, etc.). If the path on the top of the list is unavailable then the router forwards the
packet along the next available path. If such order is not maintained in multiple-path

routing and the next hop is picked up randomly, then it becomes stochastic routing.

State-dependent Routing and State-independent Routing

State-dependent routing is a dynamic method. In this type of routing the router chooses
the next hop depending on the present state of the network. For example, if some links
on a path are heavily loaded, then router may try to send packet through another route.
On the other hand state-independent routing is a static method. For example, shortest
path routing is state-independent routing. State-dependent routing usually finds better

routes to a destination. But it requires more overhead for monitoring the network.

2.1.2 Load Balancing in Routing: Our Research Goal

In our model (discussed in Chapter 3 and onward), when a number of packets are to
be sent to a destination, the sender tries to complete the total transmission in minimum
time. Sending a series of packets through the shortest path cannot guarantee to make the
transmission in possible shortest time. Thus the sender distributes the packets among
the available routes to the destination. According to the routing techniques mentioned

above, our model can be applied in distributed, hop-by-hop, multiple-path, stochastic,
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state-dependent routing.

2.2 Related Works on Routing in Wireless Mesh Net-
work

In recent years the widespread availability of wireless communication and handheld de-
vices has stimulated research on self-organizing networks, which do not require a pre-
established infrastructure. These ad-hoc networks [20] consist of autonomous nodes that
collaborate in order to transport information. Usually these nodes act as end systems (in-
dividual users / subscribers) and routers simultaneously. There are two types of ad-hoc
networks: static ad-hoc networks and mobile ad-hoc networks. In static ad-hoc networks
the position of a node usually does not change once it has become a part of the network.
Rooftop network [5], community wireless networks [3, 16, 27, 31] are examples of static
ad-hoc network. As a relatively new standard, IEEE-802.16 has been studied much less
than other standards like IEEE 802.11. Routing methods applied in static ad-hoc¢ net-
works are mostly used in wireless mesh network.

The shortcomings of shortest-path routing have been discussed by many researchers
in [32, 4, 13, 7, 10, 11]. In [4] Awerbuch et al. have proposed an algorithm that se-
lects route with the highest throughput in multi-rate ad-hoc network. Dube et al. [10)]
have proposed a method that selects a route in ad-hoc network with stable signal level

on the wireless links.

Interference-Aware Routing

Wei et al. proposed an interference-aware routing algorithm for IEEE 802.16 centralized
mesh network in [30]. They proposed an interference-aware research framework to im-

prove spectral utilization. Using the framework they introduced an interference-aware
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route construction algorithm to improve the network throughput by selecting routes with

minimal interference to existing nodes.

Routing in Multi-Radio Multi-Hop Network

Couto et al. [8] proposed a new metric called ETX (Expected Transmission Count) for
routing in multi-radio multi-hop wireless networks with stationary nodes. ETX mea-
sures the expected number of transmissions (transmission and retransmissions) to send
a packet over a link. ETX is a function which estimates the prohability of packet trans-
mission failure on a link.

Draves et al. [9] proposed another metric WCETT (Weighted Cumulative Expected
Transmission Time). Their method assigns weights on each link based on the expected
transmission time over that link. They have shown that when nodes are equipped
with multiple heterogeneous radios, then selecting channel diverse paths provides high

throughput.

Multiple-path Routing

Lee et al. [19] proposed an algorithm that utilizes a mesh structure to provide multiple
alternate paths from a source to a destination in ad-hoc networks without producing
additional control message. They have shown that having multiple alternate paths in
ad-hoc networks is beneficial since wireless networks are prone to router breaks because
of fading environment, packet collisions, signal interference and high error rate. Main-
taining multiple paths and distributing traffic can minimize the total number of required

transmissions.

Routing in Mobile Ad-hoc Networks

Routing in mobile ad-hoc networks is more complex compared to routing in static ad-hoc

network because in mobile ad-hoc network the routers are moving. Johnson et al. [14]
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presented a protocol for routing in wireless mobile hosts. Instead of using distant vector
routing, their protocol uses dynamic source routing of packets between hosts that want

to communicate.



Chapter 3

Load Balancing

3.1 Background of IEEE 802.16 Mesh Mode

The IEEE 802.16 standard is designed to evolve as a set of air interfaces based on a com-
mon MAC protocol with physical layer specifications dependent on the spectrum used [6].
In centralized scheduling the BS schedules the transmission of all the nodes within the
mesh and the mesh BS is responsible for collecting bandwidth requests from the SS’s
and for managing resource allocations. In this scheme each SS estimates and sends its
resource request to the BS. BS determines the amount of granted resource and sends
the grant message to the SS. In this procedure transmissions are coordinated to ensure
collision-free scheduling typically in a more optimal manner than distributed scheduling.
Centralized scheduling procedure is relatively simple compared to distributed schedul-
ing. However, the connection setup delay is long in centralized scheduling. Centralized
scheduling is not suitable for occasional traffic needs.

In distributed scheduling every node computes its transmission time without any global
information. This technique is more complex than centralized scheduling. The IEEE
802.16 mesh frame in distributed scheduling is divided into control and data subframes.

Data subframe follows control subframe in a frame. There are two types of control sub-

13
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frames: network control and schedule control. By transmitting control subframe, nodes
maintain their schedule and data subframe allocation in the neighborhood. Data sub-
frames are allocated hased on a request-grant-confirm three-way hand shaking among
the nodes.

The distributed scheduling of mesh mode operation can be of two types: coordinated
distributed scheduling and uncoordinated distributed scheduling. The uncoordinated
distributed scheduling adopts a simple contention approach where collisions may occur
if multiple nodes try to transmit at the same control transmission opportunity. This
scheduling scheme is only suitable for links with occasional or brief traffic needs.

On the other hand, the coordinated distributed scheduling scheme is contention free. In
this scheme nodes exchange 2-hop neighboring schedule information with each other. In
coordinated distributed scheduling all nodes compete for channel access using a pseudo
random election algorithm. Each node knows about the two hop neighbors’ scheduling. |
Since nodes run the election algorithm independently, a common algorithm is used by
each node in a neighborhood [2, 6, 33]. The algorithm is random but predictable. That
is why this is called pseudo random election algorithm. The randomness and predictabil-
ity are achieved by using a common rule for all the nodes for construction of seeds for

random number.

3.2 Problem Definition

Let us consider the network shown in Figure 3.1. We are considering the problem where
node-1 wants to send some packets to node-2. It can select two possible routes (route
1-3-2 and route 1-4-2). First let us consider the case where only node-1 transmits packets
to node-2. Node-3 and node-4 only forward packets of node-1 to node-2. Node-2 does
not transmit any packet.

We assume that after successful transmission of each packet the receiver sends an ac-
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Figure 3.1: A 4-node network
knowledgement to the sender. Then the sender transmits the next packet. Let £, be the
expected required time for the successful transmission of a packet from node-a to node-b.
A successful transmission from node-a to node-b includes sending a packet from node-a
to node-b and then sending a positive acknowledgement from node-b to node-a. Due to
transmission errors any packet may need to be retransmitted. Let us assume that node-a
is transmitting = packets to node-b. Let total y number of retransmissions take place due
to transmission error. Then t,, = (time for z transmissions + time for y retransmissions
+ time for all acknowledgements )/z.
For simplicity we assume that due to interference only one node can transmit at a time.
We are not considering contention during packet transmission in the system. If we con-
sider the situation that no node is transmitting / forwarding any packet and there is no
packet queued for transmission at any node, i.e., all the buffers of all the nodes are empty,
in that case if node-1 sends a packet to node-2 through node-3, the time associated with
this path 7% = t;3 + t3;. Similarly if the packet is sent through node-4, the expected
required time T = t14 + tgg. Let T{ < T2'. Let us further assume that node-1 wants to
transmit n packets to node-2. If it sends the packets using route 1-3-2, then the expected
time for transmission is n7} and if it selects route 1-4-2, then the expected time is 'rsz"
If n; packets are sent through route 1-3-2 and no packets are sent through route 1-4-2

(n1+n2 = n), since node-3 and node-4 cannot transmit packets simultaneously, expected

time for transmission of all these n packets, Ty = ny T} + n,T. Clearly T > T,. That is,
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T, < T5,T. Thus, in this case routing packet through the shortest path takes minimum
time.

Now let us add some more nodes to the network in Figure 3.1, resulting in a new network,
as shown in Figure 3.2. Like the previous case, here node-1 sends packets to node-2. In
addition to that, node-5 and node-6 send packets to each other. These packets are for-
warded by node-3. Also node-7 and node-8 send packets to each other. These packets
are forwarded by node-4. Node-2 also sends packets to node-1 and these packets can be

forwarded by node-3 and node-4. Thus node-3 forwards the following 4 types of packets:
1. packet of node-1 to node-2
2. packet of node-2 to node-1
3. packet of node-5 to node-6

4. packet of node-6 to node-5

t
&>

Figure 3.2: A 8-node network

Similarly, node-4 also forwards 4 types of packets.
As in the previous case, here T} = t;3 + t32 and T, = tis + tss. We also assume that
T, < To.

For simplicity we assume that due to interference only one node of node-1, node-2, node-3
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and node-4 can transmit at a time. i.e., when node-1 transmits, node-2, 3 and 4 cannot
transmit. Media is shared among these 4 nodes (1,2,3 and 4). The nodes compete for
media and one of them gets the access. Let us call the time duration (time slot) TM}
when node-a uses the media for the sth time (Figure 3.3). TM! may be different for
different values a and 4. Consider a long finite number L and let T'SE he the total time

B N e R 4 3 it
‘I"'ZMLI M ,.=.7M4 FM:\W%--’ZML‘.H’—@:] m"'":| THL imlt e s _|7M1’_I-YM2'~W3 ."IIM,,]

= - Time. -

Figure 3.3: Transmission opportunity

that node-a has used the media. Then T'SF = Zf=1 TM:. Let m, be the fraction of
time that node-a gets access over media. Then meucacy = TSE/ 321 TSHL —cx.
m1 + Mg +mg +my = 1.

If all the packets of node-1 are transmitted through route 1-3-2 then the packets of
node-1 are forwarded by node-3 only. In that case the packets get only some of the
T M slots of time to be forwarded (these T M3 time slots are used by node-3 to forward
packets, some of the slots are used to forward the packets of node-1 to node-2, other
slots are used to forward other packets). If some packets are transmitted through route
1-4-2, then the packets get some of T'AMy time slots in addition to some of TM3 time
slots. Thus, transmitting some packets through route 1-3-2 and transmitting the other
packets through route 1-4-2 will require less time compared to transmitting all the packets
through only the shortest path (route 1-3-2). In the previous case (as shown in Figure 3.1)
if node-1 sends all the packets through the shortest path (route 1-3-2) then it takes
minimum time for transmission. However, in this situation (as shown in Figure 3.2), if the
packets are divided between the two routes then it takes minimum time for transmission.
The reason for this difference is that, in previous case if no packet is transmitted through
the path 1-4-2, then media is shared by only node-1 and node-3. However, in this

case, since node-4 has to forward other packets, media is shared among all the 4 nodes
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regardless whether node-4 forwards packets of node-1 or not.

3.3 Problem Modeling

Let us consider the network as shown in Figure 3.2. We already know that node-3
forwards 4 types of packets: packet of node-1 to node-2, packet of node-2 to node-1,
packet of node-5 to node-6 and packet of node-6 to node-5. We consider the situation
that node-1 got some packets to send to node-2. Let us assume that node-1 is not
transmitting any packet and it is going to start transmission. Assume that meanwhile
other nodes (node-2, node-5 and node-6) are transmitting their packets. This situation
as seen by node-1 is represented in Figure 3.4. From the view point of node-1 we now
analyze the situation.

Let Au be the arrival rate of the packets from node-a to node-b. Thus Ags is the arrival
rate of packets from node-2 to node-3. Let Az be the combined arrival rate of packets at
node-3 from node 5, 6 and 2. Then, Az = Ass + Asz + Aos.

Let jiq be the transmission rate of packet at node-a, which is destined to node-b. The

%B\) ™
As3 : Mzs

Figure 3.4: Buffer of node-3 of the network shown in Figure 3.2

packet that comes from node-2 is forwarded to node-1. The arrival rate of these packets
at node-3 is A3 and the transmission rate of these packets from node-3 is p3;. The same
scenario stands for (Ass, tiss) pair and (Aes, tas) pair (Figure 3.4). Let ps, ps and ps be the

probabilities that a packet at node-3 came from node-2, node-5 and node-6 respectively.
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Then, ps = Aas/ (A2 + Ass + Ags) = Aas/As.
Similarly, ps = As3/As and ps = Ass/As.
1/ tap i the average transmission time of a packet from node-a to node-b. [Note that we
have already introduced ty, as the average transmission time of a packet from node-a to
node-b. That t, and this 1/, are not same. tq indicates the average time taken by a
packet to be transmitted from node-a to node-b when node-a got the access over media.
ta does not depend on which fraction of time node-a gets access over media. But the
transmission rate of packets (such as pap) from a node depends on which fraction of time
the node gets access over media.] Then the average transmission time of a packet from
node-3,

L o= P2 s B
a1 M3 35

Ao/ s + Asa/las + Aas/ st
Asz + Ass + Aoz

If ps is the combined transmission rate of the packets (destined to node 1, 5 and 6 at

next step) at node-3, then

Hs =

e

Asz + Aes + Aoz
Aes/pas + Ass/fise + Aaa/ a1

Thus As and ps are the combined arrival rate and combined transmission rate of the
following 3 types of packets at node-3: packet of node-2 to node-1, packet of node-5
to node-6 and packet of node-6 to node-5, all these packets are forwarded by node-3.
Let o and 5 be the corresponding combined discrete parameters of packet arrival and
transmission probabilities at node-3 for the above 3 types of packets in interval 7. Then
a3 =1—e ™ and B3 = 1—e~"*, We can get the queue length distribution at node-3 for

the above 3 types of packets. Let P be the transition matrix for queue length distribution
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at node-3. Then

!

O{3 013
afls 3B a'lsﬁé a3
, [
s Bs s + Qs 3By

a;ﬁa 3 + a;/i;

where a = 1 — a3 and B3 = 1 — B5. Let Py, be the probability that at any instant there
are total & packets at node-3 from node-5, node-6 and node-2 (they are waiting to be
forwarded to node-6, node-5 and node-1 respectively).

Now let us assume that node-1 wants to transmit a packet to node-2. Let » be the prob-
ability that node-1 selects route 1-3-2 for transmission, then 7 =1—r is the probability
that node-1 selects route 1-4-2.

Transmission of 1 packet from node-1 to node-2 will take t3 + f32 time if the buffer
of node-3 is empty, node-1 gets access over media, node-1 selects path 1-3-2 for this
transmission and then node-3 gets access over media. i.e., the probability that required

transmission time is t13 -+ 39,

Pr{tiz + ts2} = miPsgmar.
Similarly,

Pr{tyy +ts} = m1P4,0m4‘r'.

The required transmisgsion time will be ti3 + tas + tos, if node-1 transmits a packet to
node-3, then node-2 transmits a packet to node-3 and finally node-3 forwards the packet
of node-1 to node-2. Let g, be the probability that there is at least 1 packet in the buffer

of node-a. We assume that we can calculate the packet length distribution at all the
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nodes and let P, be the probability that at any instant there are k packets in the buffer

of node-a. Then g, =1 — FP,o. Now,
Pr{tis + tas + tas} = my P3pmarmarags

where 79 is the probability that node-2 selects route 2-3-1 for transmitting a packet to
node-1. 7y = 1 — ry is the probability that node-2 selects route 2-4-1 for transmitting a
packet to node-1.

The required transmission time will be ¢y3 + 32 + Tto3, if node-1 transmits a packet to
node-3, then node-2 transmits = packets to node-3 and finally node-3 forwards the packet

of node-1 to node-3. Thus,

Pr{tis+tas + 2tz } =M P3 gmsr(maraga)”.
Similarly,

Pr{tyy + tas + ytoa} = m1P4,0m4r' ('mzrlzgz)y-

The required transmission time will be t13 + tas + Ttes + Yo, if node-1 transmits a packet
to node-3, then node-2 transmits x packets to node-3 and y packets to node-4 and finally
node-3 forwards the packet of node-1 to node-3. Transmission of these x +y + 1 packets
(1 packet from node-1 to node-3 plus = packets from node-2 to node-3 and y packets
from node-2 to node-4) can be arranged in (z + y + 1)/ ((z + 1)ly!) ways. Thus,

y (lTJ +y+ l)‘
(z+ Dyt -

P’)”{tw + t39 + Tteg + yt24} =M P3,07713-7"('mgre_)gg)x(mﬂ;gg)
Let t3 be the average transmission time for these 3 types of packets, then ¢z is the weighted
sum of individual transmission times. i.e. t3 = (Asatss + Asatas + Aaztsr)/ (Ass + Az + Aoz)-
When node-1 wants to start transmission, at that moment if there are « packets in the

buffer of node-3, then additional time ufz will be required to transmit these w packets

before the packet of node-1 is forwarded by node-3. Thus the required transmission timne
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will be t13 + t3p + uts, if there are u packets in the buffer of node-3, node-1 gets access
over media, node-3 gets access over media for u times and finally node-3 gets access
over media again to transmit the packet of node-1 to node-2. Transmission of 1 packet
from node-1 to node-3 can take place within any transmission of u packets from node-3.
Thus, transmission of 1 packet from node-1 to node-3 and transmission of u packets from

node-3 can be arranged in (u + 1) ways. Thus,
Pritis + tag + uts} = my Psu(ma) " r(u+1).

Now consider the situation that, node-1 wants to start transmission of a packet and there
are u; packets in the buffer of node-3. Let us assume that z; packets are transmitted
from node-2 to node-3 before the transmission of the packet from node-1 to node-3 and
packets are transmitted from node-2 to node-3 after that transmission (the transmission
of the packet from node-1 to node-3). Thus, © = u3+1 packets must be transmitted from
node-3 before the packet of node-1 is forwarded by node-3 to node-2 and within this total
period node-2 transmits @ = x1 + 22 packets to node-3. In that case the required time is
ti3+tao+uts +Ttas. Let the transmission of these u packets by node-3, @ packets by node-
2 and the transfer of the packet of node-1 can occur in ¢(uy, T1,22) ways. ¢(u1,21,2s)
has been defined in appendix A.l. if u; = 0, then 7y = u, T = 21 + &2 = U+ &y, 1€
¢ > u. In other words, if < z, then u; can vary from 0 to u, 21 can vary from u to 0.
But if > 2, then z; can vary form 0 to z and thus u; can vary form (u —z) to u. i.e.,
uy varies from u — min(w, ) to w. Thus,

Pr{tys + tay + uts + Tty3} = z My Ps g (Marage)™ (Marage) ™ ms™ r(uy, 21, 22)

uy=u—min(i,r)

U

= my(marags) ms™+r Z Py d(u1, 0 — U1, — U + 11).

uy =u—rnin(ir)
Now, assume that node-1 wants to send n packets to node-2. If all the packets go through

node-3, then these packets can be arranged in t(n) ways. ¥(n) has been defined in
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appendix A.2. Transmission of n packets from node-1 to node-3 and again these n packets
from node-3 to node-2 can occur in 9(n) ways. Transmission of @ packets from node-2 to
node-3 and u packets from node-3 can occur in 370 L iy Pran @(Un, v —uy, £ —u+tus)

ways. Thus, transmission of all the packets can occur in

U

P(n) Z Py d(ug, w — uq, @ — u+ ug) ways.

uy=u—min(i,x)

(n+n—-1+u+zx)
(n+n-—1Yu+z)!

And the required transmission time will be ntyg + ntss + uts + xtes. Thus,

Pr{nti3 + ntss + uts + Tt} =

(At ) z (ntn—1+uta)! !
7n1 mg () (m2T297) mw (n) Zuy—u—min(u,m) P3:“1 gé(ul, U—U,LT— U+ 'lL])
Similarly,

Pr{nty + ntg + vty + ytos} =

m’ mg’ +'”) '(n )(m 299)1/ L______n-i—n 1tvty ’l[ ( ) Zvl—m—mm(r ) P-i,m é(vly V—U,Yy— v + 'L’})

(n+n—1)(v+y)!

Now assume that node-1 wants to transmit n packets to node-2 using both the routes.
Let 7 be the probability that node-1 selects route 1-3-2 for transmission, then r=1-r
is the probability that node-1 selects route 1-4-2. Thus, on the average nr packets are

routed through path 1-3-2 and nr’ packets are routed through path 1-4-2.

Pri{nirtys + nrtsy 4+ nr tig + nr tyg + uts + vty + Ttyy + Yloa} =
n , n —
(1 — )" pry r (1 — )" pr,

nr n—nr

where

P'f‘]_=

(u+nr) . z (2nr—14-u-a)!
mymg (MaT292)” Grrmnyteray ¥ (17)

u.1_=u—7n1.n('u ) P3-,‘U1 ¢(u1) U—ULT—U+ 'Ul)
and Pr, =

(v+'u7") ’ Y (2nr —14v4y
mrlu (szggg) iﬁ——--——‘)—i,) (nr )Zvl_“_mm(l ) Py ¢(v1, v — 01,y — v+ V1)

@nr’ =) (v+y)!
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Given tia, t32, t14, taz, tas, toa, ta, ta, for a particular value of n and r we can say that

Y, v, T,y) = Nrtys + Nrtsy -+ 7 by + 0 tas + Uty + Vta + Do + Yla
n n

and O(u,v,z,y) = (1 - " pry 4 (1 — 7’)”(1_T)P-rg
nr n—nr

Then
Prit =vy(u,v,z,¥)} = 0(u,v,2,y)

Finally, the average transmission time

[o <IN TR ST ¢4

T= ZZZZy(u,v,az,y)@(u,v,m,y) (3.1)

w=0 y=0 v=0 v=0

3.4 Experimental Results

We solved Equation 3.1 for different values of r with some fixed values of other parameters.
We have changed the values of » from 0 to 1 with a step of 0.05 keeping mi(i=1,2,3,4) =
025, n = 10, tyg = tay = a1 = tog = 2, tsg = ez = t35 = las = 3, Asz = 0.042,
Aoz = 0.042, \og = 0.06, a1 = 0.125, pgs = 0.08, p36 = 0.08, tia = typ =ty = lag = 5,
try = teg = tar = tag = 5, Aza = 0.025, gy = 0.025, Agg = 0.024, p1g1 = 0.05, pua7 = 0.05,
ltgs = 0.05, 79 = 0.5, g» = 0.95. For different values of r we got different values of T
We plotted the result in Figure 3.5. The result shows that, transmission time T hecomes
minimum when 7 = 0.75. That is, if 75% packets are transmitted through path 1-3-2
and the rest 25% packets are transmitted through path 1-4-2, then the total packets can
be transmitted in minimum time.

We also made a network model for the graph as shown in Figure 3.2 and ran simulation
on that model setting the same values for the parameters and measured the time for

transferring 10 packets from node-1 to node-2. Figure 3.5 shows the result as well.
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Experimental results for a 8-node network
280 T T T T
A —%— Result from Egn 3.1
260F —t— Simulation result
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Figure 3.5: Experimental results for the network shown in Figure 3.2



Chapter 4

Load Balancing in Large Network

The complexity of the calculation of Equation 3.1 is very high, hence there is a stability
issue. The approach described in Section 3.3 may not be available in larger networks. In

this chapter we present another approach more suitable to large networks.

4.1 Approach for Larger Networks

We consider a network shown in Figure 4.1. There are two distinct routes from node-1 to

Figure 4.1: A larger network

node-2: route 1 —3—5———(22+1)—(22+3)—2 and route 1 —4—6———(2y) — (2y+2) —-2.
Node-1 sends packets to node-2 and node-2 sends packets to node-1. The other nodes
(node-3, 4, 5, ...) forward packets of node-1 and node-2. They also forward packets of
other nodes present in the network (not shown in the figure). When node-1 transmits,

node-3 and node-4 cannot transmit at the same time due to interference. But when

26
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node-3 transmits a packet to node-5, node-4 can also transmit a packet to node-6 and so
on. That is, there is no interference among the nodes of 3 —5— ——(22+41) —(2z+3) path
and the nodes of 4—6 — ——(2y) — (2y+2) path. Now suppose, node-1 wants to send some
packets to node-2. The total time required for a packet to be transmitted from node-1 to
node-2 through path 1—3—5—-——(2z+1)—(2¢+3) —2 depends on many parameters like
how busy the nodes on the path (i.e. node 3,85,...) are, the channel conditions between
the nodes on the path, etc. Also in this model, like the previous case, we assume that
transmission of every packet is followed by sending back an acknowledgement. When
node-1 transmits a packet to node-3, we can see that node-3, node-5 cannot transmit
due to interference. i.e., when any node transmits, then the nodes within next two hops
cannot transmit. In other words, on a path only one node among three consecutive
nodes can transmit at any moment. Let 7}, be the average time for a packet to be
transmitted from node-1 to node-2 through path 1 =3 -5 ——— (2z+1) — (22 +3) — 2.
If we assume that a packet takes equal time to pass each hop, then we can say that
Ty1/ M35 —(20+1)—(20+3)—2 amount of time is taken by a packet in each hop, where
R85 ——(20+1)~(22+3)—2 18 the number of hops in the path. Since only one node out of
three consecutive nodes on a path can transmit at a time, if node-1 transmits a series of
packets through route 1 —3—5—— — (2z+1) — (224 3) — 2, on average, the inter-arrival
time of the packets at node-2 will be 3T1'1 /i35 ——(2u+1)—(20+3)—2- 1 Ty indicates the
average time for transmission of n packets from node-1 to node-2 through this path, then

(n —1)3T},

Py —3— 5 (20t 1) = (2043)=2

T_l_ :T{I +

Similarly, let Ty, be the average time for a packet to be transmitted from node-1 to
node-2 through path 1 —4 — 6 — — — (2y) — (2y + 2) — 2. If node-1 sends these n
packets using both the routes and let r be the probability that node-1 selects route
1-3—-5——~(2x+1)— (2z +3) — 2 for transmission. Then 1 —r is the probability

that node-1 selects route 1 —4 — 6 — — — (2y) — (2y + 2) — 2. Then the expected time
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for transmission of these n packets,

T = max(Ty,Ts) (4.1)
where
/ nr — )3T,
T, = T+ ( )3T
}7’1——3-5————(21'-}—1)—(2:n+3)——2
. n(l —7) — 1)3T,
7, _ g4 (=) 18T

&

P1—g—6—(2p)~(2p+2)-2

4.2 Experimental Results

We consider a network of 13 nodes as shown in Figure 4.2. Heve h1_3_5_7_g_11-9 = 6

and hy_y_g_s-10-12-14—2 = 7. At first, node-1 does not transmit any packet. Other nodes

Figure 4.2: A 13-node network

in the network are transmitting / forwarding packets. Let A; be the packet arrival rate
to node-i and p; he the service rate at node-i. We set A3 = Ay = A7 = Ay = Ay; = 0.3,
M= =Xd=Ao=Aa=Ay =04, ug = s = py = pto = pyy = 0.6, gy = g =
Us = Mo = H12 = fa = 0.5. Then we made node-1 transmitting some packets through
both the routes (route 1-3-5-7-9-11-2 and route 1-4-6-8-10-12-14-2) and measured the
average time for transmitting 1 packet from node-1 to node-2 independently through
both the routes. We got T3; = 20.4 and Ty, = 34.6. We plugged the values of T}, Thq,

h1_3_5_7_9_11._2 and h1—4—6—8—10—12——14—2 in Equation 4.1 and set n = 10.
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Experimental results for a 13-node network
200 T T T T
A —%— Result from Eqn 4.1
. —— Simulation result
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Figure 4.3: Experimental results for graph shown in Figure 4.2

We solved Equation 4.1 for different values of r. We varied the values of r from 0 to 1
with a step of 0.05. For different values of r we got different values of . We plotted the
result in Figure 4.3. The result shows that, transmission time 7" becomes minimum when
r = 0.6. That is, if 60% packets are transmitted through path 1-3-5-7-9-11-2 and the rest
40% packets are transmitted through path 1-4-6-8-10-12-14-2, then the total packets can
be transmitted in minimum time.

On the network model we also ran simulation for different values of » and ohtained the
times required for transmitting 10 packets from node-1 to node-2. The results are shown

in Figure 4.3.
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4.3 Modifying this Model for the IEEE 802.16

In Section 4.1 we have assumed that all the nodes use the same channel in the media.
Thus interference plays a significant role in the modeling. In IEEE 802.16 mesh the
nodes use OFDMA to share the media [2]. Thus when one node transmits a packet, the
neighbors of this node can also transmit / receive packet to / from any other node. Even
multiple radios can be used in a single node and then that node can keep transmitting
and receiving packets simultaneously [9]. As an example, in Figure 4.2, if 2 radios are
installed in node-3, then node-3 can receive packet from node-1 while transmitting a
packet to node-5. Sometimes multiple sub-carriers can be assigned to any link between 2
nodes. Then those nodes can transmit 2 packeﬁs parallelly between them. As an example,
if 2 sub-carriers are assigned to the link between node-3 and node-5, then node-3 can
transmit 2 packets simultaneously to node-5.

Now, in our model we are not considering all these scenarios. We are assuming that nodes
use OFDMA to share the media and thus no node has to wait due to interference. But
we are assuming that all nodes are equipped with single radio and there is no multiple
sub-carrier in any link, i.e., only 1 OFDMA channel is assigned to a link. In that case,
any node can participate in only one transmission at any moment. But when any node
is transmitting or receiving any packet, its neighbors can also transmit or receive at that
moment. i.e., when node-1 is transmitting a packet to node-3, node-5 can also transmit
a packet to node-7. In this case, only 1 node among 2 consecutive nodes on a path can

transmit at any moment. Then Equation 4.1 becomes
T = max(Ty,Ty) (4.2)

where

/ (nr — 1)2T7,

Ty T, +

Mg 5oe7-9-11-2
, (1 —r) —1)27T,

Ty = T+ (n(1—r) —1)2Ty
Pi—gg-——g-10-12-14-2
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In our simulation model we have kept all arrival rates (A;) and service rates (y;) same
as stated in Section 4.2. We changed the model to support OFDMA (now only 1 node
among 2 consecutive nodes on a path can transmit at any moment, where as in previous
case only 1 node among 3 consecutive nodes on a path could transmit at any moment).

We got T4, = 16.2 and T, = 24.4.

Experimental results for a 13-node OFDMA network

—%— Result from Eqn 4.2
—+— Simulation result

1

45 1 i 1 1
0 . . .

Figure 4.4: Experimental results for graph shown in Figure 4.2

We solved Equation 4.2 with these parameters for different values of r. We varied the
values of r from 0 to 1 with a step of 0.05. For different values of r we got different
values of T. Figure 4.4 shows the result. The result shows that, transmission time T
becomes minimum when r = 0.6. That is, if 60% packets are transmitted through path
1-3-5-7-9-11-2 and the rest 40% packets are transmitted through path 1-4-6-8-10-12-14-2,
then the total packets can be transmitted in minimum time.

On the network model we also ran simulation for different values of r and obtained the
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times required for transmitting 10 packets from node-1 to node-2. The results are shown

in Figure 4.4.

4.4 Adaptive Load Balancing for a more Real Sce-

nario

So far we have assumed that we know the time required for a packet to be transmitted
from a source to a destination. We have built our model that calculates which fraction
of traffic should be routed in which path when 2 paths are available. The calculation
requires the total time associated to each path. But in real life these time-values vary
over time. Because in wireless media channel conditions change over time, load of any
intermediate node on a path can change while transmitting its own packets or forwarding
others packets. Thus the total packet transmission time associated to a path can change.
In that case if we can measure the transmission time on a path from time to time and
thus adjust the ratio parameter (), we can improve the system.

We changed our simulation model (for the network shown in Figure 4.2, that supports
OFDMA) such that the total time associated to the paths change over time. For this we
have changed ); within the range 0.25 to 0.4 and y; within the range 0.45 to 0.6 randomly
over time and measured the total time for transmitting 50, 100 and 150 packets for the

following 3 cases:
1. Always transmit packets through the shortest path
2. Calculate r at the beginning and follow the same r for the transmission

3. Adjust r after the transmission of each 10 packets by newly measured transmission

time (T, and Ts).
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Figure 4.5: Experimental results for varying channel condition

The result is shown in Figure 4.5. From the figure we sce that if we recalculate the
fraction parameter r and distribute packets according to the newly calculated value,
then we can reduce the time required for transmission of a series of packets from a source
to a destination. Now the major challenge is to measure the transmission time associated

to each route, which changes over time in wireless media.

4.4.1 Estimating Transmission Time

In the method stated above, when node-1 wants to send some packets to node-2 (Fig-
ure 4.2), in order to calculate the fraction parameter 7 node-1 needs to know the values
of Ty, and Ty,. Let us assume that node-1 transmits a packet to node-3 at time ¢, and
node-2 receives the packet (from node-11) at time t;. Then Tj; = ty — t;. Similarly
let node-1 transmits a packet to node-4 at time ¢3 and node-2 receives the packet (from

node-14) at time 4. Then T2'2 = t4 — t3. The problem is that, node-1 can only know
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the values of ¢, and t3. It does not know ¢, or t4. Thus it is a problem for node-1 to
estimate T}, and Ty in regular interval. Node-2 can know the values of t; and t4. If a
time-stamp is set to each packet by the sender then node-2 can also know the values of
£, and t5. Thus node-2 can calculate T, and Thy, which arc actually needed by node-1.
Similarly, if node-2 sends packets to node-1 through different routes, then node-1 can
easily calculate the transmission times of a packet from node-2 to node-1 over different
routes. Let T;, be the transmission time of a packet from node-2 to node-1 through the
path 2-11-9-7-5-3-1 and Ty, be the transmission time of a packet from node-2 to node-1
through the path 2-14-12-10-8-6-4-1.

Thus, node-1 knows 7}, and Th, which are needed by node-2. Similarly node-2 knows
T,, and Ty, which are needed by node-1. If we assume that the transmission times on
both direction in a route are same, i.e., Tj; = Ty; and Ty, = Ty, then this problem can

be solved.

4.4.2 Implementing Load Balancing in Multiple-path Routing

In traditional routing each node maintains a routing table, which contains entries for each
destination nodes. Each entry has two fields, “Destination” and “Next hop”. Table 4.1

shows & single-path routing table for node-1 of Figure 4.2.

Destination | Next hop Destination | Next hop

1 - 8 4
2 3 9 3
3 3 10 4
4 4 11 3
5 3 12 4
6 4 14 4
7 3

Table 4.1: Single-path routing table at node-1 of Figure 4.2

In single-path routing a router maintains only one path to each destination. Thus only
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one value is kept in the fleld “Next hop”. In multiple-path routing a router maintains
multiple paths to a destination [17] and thus multiple values are kept under the “Next
hop” field. So, the entry for destination 2 of Table 4.1 can be modified as Table 4.2 for

multiple-path routing.

Destination | Next hop

2 3, 4

Table 4.2: Multiple-path routing table at node-1 of Figure 4.2

Now, this load balancing technique needs to keep track of transmission times over each
path for a destination. The routing table can be modified to keep record for the trans-
mission times. And this values shuold be updated from time to time. As an example,
Table 4.2 shows that there are two routes for the destination node-2 from node-1. Along
with the “Next hop” values we also need to store the times associated with this routes.
Thus we also need to store T3 and Tj_4» in the table (which will be used as Tl'1 and
T,, respectively for the calculation of fraction parameter » as stated in Section 4.3). The

routing table shown in Table 4.2 can be modified as shown in Table 4.3.

Destination Next hop

3{T1—3~2},'4{T1—4—2}

| Nl B

Table 4.3: Multiple-path routing table at node-1 of Figure 4.2

When a packet from node-2 is received by node-1 from node-3, then node-1 can easily
calculate T}; and use this value to modify T;_s_,. And when a packet from node-2 is

received by node-1 from node-4, then node-1 can easily calculate Ty, and use this value
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to modify Ti_s_p. Actually Ti_3_o can be the average of last n number of Ty, values,
where n is to be chosen carefully depending on how rapidly the channel condition, the

traffic load, etc. change.



Chapter 5

Conclusion and Future Works

5.1 Conclusion

In distributed wireless mesh networks all nodes make their own scheduling. There is no
centralized controller for guiding the nodes. The nodes also decide their own route for
sending packets to a destination. In this thesis our goal was to develop a method for
selecting a path among multiple paths during sending a packet to a destination. We
have seen that if two paths are available for a particular destination and if packets can
be distributed properly among the two paths, then all the packets can he transmitted
within minimum time.

We have developed a mathematical model for selecting a path among multiple routes.

We have also carried out network simulation that supports our method.

5.2 Future Works

We can extend our work in the following directions:

37
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Extension to Multiple Paths

In this thesis we have distributed the packets between two routes to a destination. This
work can be extended to distribute traffic when more than two paths are available to
a destination. If packets can be distributed intelligently among multiple paths, total

transmission time can be minimized.

Consideration of Contention

In this thesis we have not considered contention of packets when multiple nodes are trying
to send their packets at the same time. We have developed the system for IEEE-802.16
coordinated distributed mesh network, which is actually contention free. Contention
takes place in uncoordinated systems such as IEEE-802.11 distributed mesh network,
IEEE-802.16 uncoordinated distributed mesh network, etc. By considering contention

this load balancing method can be extended to uncoordinated systems as well.

Load Balancing in Whole Network

In this model each node calculates its own fraction parameter r. This parameter depends
on how busy the other nodes on a route are. When a node distributes its packets over
the available routes for transmission, then the nodes on the route have to forward those
packets. This affects the fraction parameter r of the neighboring nodes. Thus when a
node adjusts its fraction parameter r, then its neighbors may have to adjust their fraction
parameter again. Thus the nodes have to adjust their own parameter again and again
until the network condition becomes stable. Further calculation and simulation can be

done to analyze the situation.
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Time-stamp by All Nodes on The Path

In Section 4.4.2 we have proposed that sender may set a time-stamp on each packet when
it sends the packet. Reading that time-stamp the receiver can calculate the required
transmission time on that path. Setting this time-stamp will make the packet larger,
which ultimately increases load on the network. The resultant complexity is needed to
be measured.

This can be done in many ways. As an example, in Figure 4.2, if node-2 sets a time-
stamp on a packet sending to node-1, then node-1 can calculate the required transmission
time for this path from node-1 to node-2 and update its routing table (Table 4.3) for
the entry “Destination: 2, Next hop: 3”. All the nodes on the path (those forward the
packet towards node-1) can also read this time-stamp to update their routing tables for
the same destination. Thus node-3, node-5, ..., node-11 can update their routing tables
for the entry “Destination: 2”. Again all the nodes on the path can also add their own
time-stamps on the packet they are forwarding. In that case with the single packet node-
1 will be able to update the required transmission time to all the nodes either they are
forwarding / sending. That is, just a single packet transmission from node-2 to node-1
through the path 2-11-9-7-5-3-1 can update the routing table of node-1 for destinations
2,11, 9, 7, 5, 3, the routing table of node-3 for destinations 2, 11, 9, 7, 5, routing table
of node-5 for destinations 2, 11, 9, 7 and so on. Certainly it will increase the workloads
on the routers and the amount of traffic over the network. Further calculations and

simulations can be done to analyze the scenario.

Development of New Protocols

To implement the load balancing technique further extended protocols might be needed

to be developed.



Appendix A

A.1 Explanation of ¢

Let us consider the graph shown in figure A.1.

_

Q) ®

Figure A.1: A 3-node network

To make this scenario clear we look at the possible sequence of transmissions:

e Node-1 wants to transmit a packet.

e There are u; packets in the buffer of node-3.

e Either node-2 or node-3 transmits their packets. If node-2 transmits its packets to
node-3, it will increase the number of packets in the buffer of node-3. If node-3
transmits its packets, it will decrease the number of the packets in the buffer of
node-3.

e In this way 2; packets are transferred from node-2 to node-3.
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e After that, node-1 transmits its packet to node-3.

e When node-1 transmits to node-3, let there are &' packets in node-3. 0 < k' <
u, U = +x1. K = u if node-3 does not transmit any packet during the transmis-
sion of z, packets from node-2 to node-3. Similarly, &" = 0 if node-3 transmits all

its 1; packets and the z; packets it got from node-2.

e Now the packet of node-1 is in the buffer of node-3. These k'(O <E < u) packets
(which are ahead of the packet of node-1 in the buffer of node-3) needs to be

transferred by node-3 before the packet of node-1 is forwarded by node-3.

e Within the transmission of & packets by node-3, another z, packets are transmitted
to node-3 by node-2 (clearly in the buffer of node-3, these k" packets will stay ahead

of the packet of node-1 and 2, packets will stay hehind the packet of node-1).

In this section we going to explain ¢(u, 21, Z2), where ¢(uy, 21, z2) indicates in how many
ways the above transmissions can take place.

At the moment when node-1 transfers its packet to node-3, there are k" packets in node-3
means node-2 has transmitted z; packets to node-3 and node-3 has transmitted & = u—k’
packets. k (as well as k') can have any value from 0,1,2, .., ur, w1 + 1,01 + 2, .., w1 + 2.
Let ¢1(k) indicates the number of all possible combinations in which node-3 can transmit
k packets. k = 0 means node-3 has transmitted no packet and node-2 has transmitted
21 packets. This can happen only in 1 way. Thus

¢:1(0) = 1.

k = 1 means node-3 has transmitted one packet and node-2 has transmitted x; packets.
This can happen only in (z; + 1)!/(z,!1!) way. Thus

&1(1) = (z1 + 1)1/ (zq111).

Similarly we get,

¢1(k’) = (x1 + k)'/(:(:l'k') for 0 S k < Uy,
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Calculation of ¢ (k) for uy < k < uy + 21 is a little bit complex. We try to explain this

with two examples.

A.1.1 Example-1

Let us consider u; = 2, ; = 2 and k = 3. This means that node-2 has transmitted 2
packets to node-3 and node-3 has transmitted 3 packets (previously it had u; = 2 packets
and it got 2, = 2 new packets from node-2; it has transmitted its previous 2 packets and
the first 1 packet it got from node-2). Here, we introduce some symbols like b;, ¢; and
d;, where b; indicates the transmission of ith packet from those u; packets from node-3,
¢; indicates the transmission of ith packet from those 2, packets from node-2 and d;
indicates the transmission of ith packet from those z; packets from node-3, which was
transmitted from node-2 to node-3. Thus, in this example there can be two b;, two ¢

and onc d;. Two ¢; implies z; = 2, and two b; one d; implies £ = 3. If we consider only

Combinations of bibacico | Combinations of bybacicady

blbzcldlc-_)
blbzclcg

blbgcl(ﬁgdl

b102b2d1€2
bicibacy

blchQCQCll
bicicoby bicyCobady
Clcgblbz Clcgblbgdl
Clblcgbg C1bl(,'2l)2d1

Cll)lbzdlcz
Clb1b2(32

ClbleCle

Table A.1: Possible transfer combinations for example-1

two b;s and two ¢;, we get total (2 + 2)!/(212!) = 6 combinations. These combinations
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are shown in the first column of table A.1. Now we want to add d; in the each of the
above 6 combinations. It is clear that d; cannot be placed before any b;. Again this di
must be placed anywhere after ¢; in any combination. Thus we get 9 new combinations
from the above 6 combinations. The combinations are shown in the second column of
table A.1. We can see that insertion of d; and thus generation of new combinations does
not depend on how many b;s are there in the combination, rather it depends on how

many consequent ¢;s are there at the end of each combination.

A.1.2 Example-2

Let us consider u; = 1 and 27 = 3. Thus in these combinations there will be one b;
and three ¢;s. For one b; and three ¢;s we get total (1 + 3)!/(113!) = 4 combinations.
The combinations are shown in the first column of table A.2. If we set k£ = 2 then one
d; (i.e. dy) will be inserted and from the 4 combinations we get 9 combinations. These
combinations are shown in the second column of table A.2. If we set & = 3 then there will
be two d;s (i.e. di and dy) and from the 9 combinations we get 14 combinations. These
combinations are shown in the third column of table A.2. if we set k = 4 then there will
be three dis (i.e. di, dz and ds) and from the 14 combinations we get 14 combinations.
These combinations are shown in the fourth column of table A.2. With this example
we are trying to explain ¢1(k) for vy < k < uy + ;. In this example u; = 1. If we
set k = 2, that means k —u; = 1 d; (Le. di) will be inserted and total 9 combinations
(the 9 combinations of second column) can be generated. ie. ¢1(k = 2) =9, (for
w = 1,21 = 3). If we set k = 3, that means k —u; = 2 dis (le. d) and dp) will
be inserted and total 14 combinations (the 14 combinations of third column) can be
generated. i.e. ¢;(k = 3) = 14, (for u; = 1,2, = 3). Similarly ¢:(k = 4) = 14 (there are
14 combinations in fourth column).

If we consider the combination bicicacs (shown in first row first column) and want to
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Combinations of | Combinations of | Combinations of | Combinations of
b1C1C2C3 b10102C3d1 b101(3203d1d2 b1010203d1dg(13
b101d102d203 b161d162d203(13
bicrdicacs
bicidicacads bicidicacadads
b10162(33 blCngdldQC;g b101CQd1d203d3
b10102d103
bicicadicada bicicadicsdads
bieicacady bicicacadyda bicicacsdidads
C1b1d102d263 C1b1d102d203d3
c1bidicscs
(11()1(1162(:3(12 (211)1(1102(13(12(13
Clblc-zc:g C1b102d1d203 C1b1Czd1d2€3d3
C-lblcf_)dle
C‘.lbl(?gdlcgd'g C1b1(32d103d2d3
01616263(11 C1b10203d1d2 Clb1C203d1d2d3
ClCled]dQCs 0102b1d1d203d3
Clczbl(llcg ‘
cicabics cicabrdicads c1cob1drcsdads
C1C~3b103d1 (,‘1021)103d1d2 C1Cgblcsd1d2d3
610203b1 ClcQC3bld1 ClCQCabl(lldz 0102C3b1d1d2d3

Table A.2: Possible transfer combinations for example-2

44

insert d; in it, we see that d; must be inserted after b; and ¢;. i.e., d; must be inserted

after b; (for all j) and ¢ (for [ < ). d; can be inserted anywhere within ¢ (I > 1) to make

new combinations. Thus when we want to insert a d; in any combination, we need to

know that how many consecutive ¢;s (for [ > i) are there at the end of this combination.

If there are 'n’ number of such ¢;s (I > 1) at the end of a combination, insertion of d; will

make n + 1 new combinations, each of them ends with m consecutive ¢;s (0 < m < n).

On the next step d;4; will be inserted in each of these newly generated combinations and

again other combinations will be generated following the same rule. 7 is increased by 1



APPENDIX A. 45

on each step (first we insert di, then d» and so on) and thus number of consecutive ¢s
at end of new combinations will decrease on each step. As in the example if we consider
the combination byci1cacs, we see that this ends with three consecutive ¢s (e1cacs). When
we want to insert d,, n becomes 2 (n = number of consecutive ¢ at the end for [ > 1).
When we insert d;, three new combinations are generated, one ends with 2 ¢ at the end
(bieidicocs), one ends with 1 ¢ at the end (bycicodics) and one ends with no ¢ at the end

(bycicoesdy). The cell indicated by first row and second column of table A.2 is divided

into three sub-cells and these three sub-cells show those three combinations.

number of ¢s where l > i number of
0 1 2 3 combinations
Qp,0 = o1 = Qp2 = Qo3 =
ol e DT | Gy | G
=1 =1 =1 =1
a0 = Q11 = i = b1k = uy + 1)
1] aoo+ o1+ ao2+aos | G+ G2+ Q3| G2+ 03 =) 014
| =4 =3 =2 = ¢1(2) =9
L Q20 = Q91 = o1k =1 +1)
2 a1,0 + Q11+ 01,2 1,1 + Q12 =) 0y
=9 =5 = ¢:(3)=14
a3p0 = d1(k = uy +1)
3 asp + Q21 =) 0y
— 14 = $1(4) = 14

Table A.3: Calculation of ¢, (k) for example-2

The computation of ¢, (k) is defined in table A.3. In the first row ao ;s are calculated.

ao,; indicates the number of combinations with 0 d; (i.e. no d;), which ends with exactly
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j consecutive ¢;s at the end. A combination ends with exactly j consecutive ¢;s means a
b; is immediately followed by those consecutive ¢;s. If there is no d;, i.e. if we consider
only the combinations with uy ;s and 21 ¢s, then there will be (uy — 1+ 2y — 7)1/ ((uy —
¥z, — 7)!) combinations which ends with exactly 7 consecutive ¢s. Now we will insert
dy in these combinations. The combination that ends with three ¢;s, after inserting d;
will generate one combination ending with no ¢;, one combination ending with one ¢; and
one combination ending with two ¢;s. And the combination with no ¢ will generate only

one combination with no ¢ after inserting d;. The same rule will be applied for inserting

xl—i+41
p=i

do and so on. Thus, we get a;; = > i1, for i > 0.

There will be a little modification in the above calculation shown in table A.3 if we
consider the situation where u; = 0, i.e., if no b; is there. In that case all the ¢;s can make
only one combination. i.e., we get app = avy = ap2 = 0 and ap3 = 1. This modified
calculation is shown in table A.4.

Thus, we get,

pu(k) = (—”-”-;;J'f]v—ll‘l for0<k<wu
ey~
= Z Qe gy TOT Uy < kb <y + 11
=0
x1—1+1
where a;; = Z @i-1,p, fori>0
p=j
a.nd a0, = (Ul -1 -+ I —_])',
‘ (ug — D}z — 5!

and ag; = d;4,, for u; = 0, where ;; is Kronecker delta function.

for u; >0

Now we get ¢1(k), which indicates the number in how many ways 2; packets can be
transmitted from node-2 to node-3 hefore the packet of node-1 is transferred to node-3.
In the mean time node-3 has transmitted k packets and k" = u; + 2, — k packets are

there in the buffer of node-3 just ahead of the packet of node-1 in node-3. Transmission
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number of ¢s where [ > ¢ number of
0 1 2 3 combinations
if (uy = 0) if (u; = 0) if (uy =0) if (u; =0)
then agp =0 then ap; =0 | then agy =0 | then ao3 =1
else ago = else gy = else agy = else qp3 =
(u1=14w;)! (u1—14a1=1)! (ur=14z;=2)! (ug=1+31=3)!
(i —1)ley! (-1 (w1—1)! (=D @m—2)! | (a—=1)Te1-3)"
=1 =1 =1 =1
Qyo0 = Q11 = G190 = G (k= u1 +1)
Qoo + 0o, + Qo2+ Qo3 | Goy + Qo2+ Qo3 | Goz + o3 =) 0y
=4 =3 =2 = ¢:1(2) =9
Qg0 = 02,1 = ¢1(k = uy +17)
010+ 01,1+ Q12 01,1+ Q10 =3 a;
=9 =5 = ¢ (3) =14
Qs = Ok =uy +1)
oo + Q21 =) a3,
=14 = ¢1(4) =14

Table A.4: Modified calculation of ¢;(k) for example-2

of these k' packets from node-3 and transmission of @, packets from node-2 to node-3

can occur in (k' + 22)!/(k'1z5!) ways. Thus we get,

w1+
E + 2
P(ur, 1, 22) Z ¢r(k ( 12 ,))
ltilgb ul +.11 k+l’2)'
i (u — k)lxs!

A.2 Explanation of %

Let us consider the graph shown in figure A.2.
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@ ©)

Figure A.2: A 3-node network

Node-1 wants to transmit & packets to node-2. To do this, node-1 first sends its packet
to node-3 and then node-3 forwards the packet to node-2. Node-2 does not transmit any
packet. Node-3 does not transmit any packet of its own. It only forwards the packet of
node-1 to node-2. Only one node can transmit a packet at a time. In this section we
are going to explain ¥(k), where ¥(k) indicates in how many ways node-1 can transmit
k packets to node-2.

Here we introduce some symbols like a; and b;, where a; indicates the transmission of ith
packet from node-1 to node-3 and b; indicates the transmission of ith packet from node-3
to node-2. For any possible transmission combination, it is clear that a; must be placed
after a; and similarly b; must be placed after o; , for j > 4,4, < k. Again b; must be

placed after a;.

A.2.1 Example-3

In this example, if we set £ = 1, then we can see that the transmissions can happen only
in one way. The only possible transmission combination is shown in the first column of
table A.5. Thus (1) = 1. If we set k£ = 2, then the transmissions can occur in the
following two ways. The possible transmission combinations are shown in the second
column of table A.5. Thus t%(2) = 2. Similarly the possible five combinations for k£ = 3
are shown in the third column of table A.5 and the possible fourteen combinations for

k = 4 are shown in the fourth column of table A.5. Thus we get ¥(3) = 5 and ¥(4) = 14.
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k=1] k=2 k=3 k=4

(L1(l2(l3(1,4b1 b2b3b4

a1Q203 b1 Qa4 b2b3b4

Q10203010203
ala,gagblbga4b3b4

a1 a,2a3b1b2123a4b4

Q100159 a1azb1a3a4b2b3b4

(Zlazbl(lgb‘zb;g alagb1a3b2a4b3b4

010201 63b2b304D4

a1b1
(451 (lzbl bg ag4 b3b4

a1 (lgbl bg a3b3
a1a2b1b2a3b3a4b4

a1b109a3a4b203b4

a1b1a2a3b2b3 a1b1a2a3b2a4bgb4

CL1b1 (Z-zbg ai ()1a2a3b21)3a4b4

a1bi1aabaasagbsby

a; b1 Qo b2 a3b3
a1b1asby a3b3asby

Table A.5: Possible transfer combinations for example-3

If we look at table A.5, when we generate the combinations for & = ¢ + 1 from the
combinations for k = 4, it is clear that b;4; must be placed at the end of each of the new
combinations. And a;y; can be placed anywhere after a;. Thus, if any combination for
k =1 ends with consecutive n b;s (that means a; is placed just before those consecutive
bis), then a;4; can be placed anywhere within those consecutive n b;s and thus can make
n+1 new combinations. by is placed at the end of each of the new combinations. Thus,
out of these n + ¢ new combinations, one ends with exactly 1 b;, one ends with exactly
2 bis, one ends with exactly 3 b;s, . . . , one ends with exactly n + 1 b;s. Each of these

n+1 combinations can then generate new combinations for k = i+ 2 following the same
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rule.

In this example, for £ =1 the only possible combination is a;b,. This combination ends
with 1 b; (i.e. b1). Now when we want to generate the combinations for k = 2, as can be
placed on either side of b;. b, must be placed at the end. Thus two new combinations
(a1a2b1by and a;byashy) are generated. Out of these two combinations, the first one ends
with 2 consecutive b;s and the last one ends with 1 b;.

Thus, at any level % if there are total n possible combinations, and out of those n
combinations if n; number of combinations end with exactly j number of bs (1 < j <
k, >-n; = n), then on next level each of these n; combinations will generate n; + 1
combinations. And out of these n; 41 combinations 1 will end with exactly one b, 1 will
end with exactly two consecutive 4;s, . . . , 1 will end with exactly n; + 1 consecutive
bis. As in the example for & = 3 there are total 5 possible combinations. Out of these
5 combinations, n; = 2 combinations end with exactly one b;, ns = 2 combinations end
with exactly two consecutive b;s, ns = 1 combination ends with exactly three consecutive
bis. Each of the 2 combinations which ends with exactly two consecutive b;s will generate
1 combination with exactly one b; at the end, 1 combination with exactly two b;s at the
end and 1 combination with exactly three b, at the end.

Now if we want to know that how many combinations will he there for k = i + 1 those
end with exactly j consecutive b;s, we have to count the number of combinations for
k = ¢ those can generate such combinations on next level. The combinations for k = ¢
that ends with at least j — 1 consecutive b;s, will generate the combinations for £ =i 41
that ends with exactly j consecutive b;s. This calculation is defined in table A.6.

Thus, we get,

k
wk) = ar; (A1)
j=1
i—1
where q; ; = Z ai—1pand ay; =1

p=max(1,j-1)
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number of ;s at end number of
1 2 3 4 combinations
) 1,1 1/)(1) =
=1 dar; =1
Q21 = Qa2 = ¥(2) =
2 a1 @11 202
=1 =1 =2
k a1 = a3 = U3z = ¥w(3) =
3 Qg1 + Qg2 (2,1 + Qa2 2.2 > sy
=2 =2 =1 =5
Gy = Q4 = Q43 = Qg4 = Y4) =
41 a3+ as2+o033 | 031+ as2+ass | G2+ ass | Q33 > G
=5 =5 =3 =1 =14

Table A.6: Calculation of ¥(k) for example-3

We can calculate (k) in another way also. The transfer scenario mentioned in
this section can be compared with the transfer scenario when we calculated ¢:(k) in
Section A.1. In the calculation of ¢,(k) if we set uy = 0, 22 = 0 and k = 21, then ¢;(k)

becomes (k). Thus we can say,

1//)(k) = ak:,ﬂ (AQ)
k—itl
where a;; = Z Qim1p, fOr i >0
p=j

and ao; = 0z, where ¢;; is Kronecker delta function.

Finally, ¥(k) can be calculated using cither Equation A.1 or Equation A.2.
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